APPENDIX 2

Central Bank of Armenia, Board Decision No. 50N of February 26, 2008

FORM No. 28 (Reported within 10 days after fraud disclosure)

Attempted and Completed Incidences of Fraud
Bank ______________________________________
Fill out Date ________________________________
(Day, month, year)
Registration Information
1. Consecutive Number of Fraud (Abuse) Dissemination
Fraud Type
· Fraud with the Use of Payment Cards
· Lost or Stolen Cards
· Counterfeit and Skimming of Payment Cards
· Mail Non-Receipt Fraud
· Card-Not-Present Fraud-CNP
· Other (Please, specify)
· Fraud with the Use of Checks
· Fraud with the Use of Payment Orders
· Fraud with the Use of Other Payment Instruments (Please, specify)                                       
· Fraud with the Use of Internet Technologies
· E-Commerce
· Phishing
· Other (Please, sepcify)
· Fraud with the Use of Remote Banking Technologies
· Telephone Banking
· PC Banking
· Internet Banking
· Mobile Banking
· Other (Please, sepcify)
· Fraud, Abuse, and Other Similar Cases Disclosed in the Bank
· Other Fraud (Please, sepcify)
Objects of Fraud
3.1  Payment Cards
3.1.1 Card Class
3.1.2 Card Type
3.1.3 Card Issuer
3.1.4 Card Holder
3.1.5 Card Number
3.1.6 Card Validity (Expiry)
3.2  Checks
3.2.1 Check Type
3.2.2 Check Number
3.2.3 Check Issuer Financial Institution Name and Address
3.2.4 Check Drawer Name/Surname (Name) and Address
3.2.5 Check Drawing Place and Date
3.2.6 Check Drawee Name/Surname (Name)
3.2.7 Check Amount and Currency                                                                                   
3.3 Payment Orders
3.3.1 Payment Method/System
3.3.2 Payment Order Number
3.3.3 Payer’s Bank Name
3.3.4 Submission Date
3.3.5 Execution Date
3.3.6 Acceptance Date
3.3.7 Payment Date
3.3.8 Sender’s Name/Surname (Name)
3.3.9 Beneficiary Bank (Branch) Name
3.3.10 Account Debited
3.3.11 Intermediary Bank Name
3.3.12  Beneficiary’s Name/Surname (Name)
3.3.13 Beneficiary’s Bank (Branch) Name 
3.3.14 Account Credited
3.3.15  Amount (in Numerical Characters) and Currency (in ISO Code)
3.3.16 Payment Purpose
3.4  Internet and Other New Technologies
3.4.1 Environment of Illegal Activity 
3.4.2 Objects of Fraud 
3.4.3 Fraud Method and Illegal Activity Mechanisms
3.4.4 Instrumentalities/Measure Used/Implemented in the Committal of Illegal Activity
3.4.5 Traces in Illegal Use of Electronic Information
3.4.6 Other Information 
3.5  Fraud, Abuse, and Other Similar Cases Disclosed in the Bank
3.5.1 Information on the Authorized Employee of the Bank



3.5.2 Information of the Customer 
3.5.3 Description of the Fraud or Abuse 

3.5.4 Amount of Loss Incurred
3.6  Other Instrumentalities and Settlement Services 


Fraud Information
4. The Presence of a Record (Application) on the Fraud
5. Date of Recording the Fraud
6. Date of Discovering the Fraud
7. Information on the Person Discovering the Fraud
8. Place of Confiscating the Instrumentalities of Fraud
9. Date of Confiscation
10. Places of Illegal Use
11. Devices (Equipment, Means) Used in Illegal Use
12. Amount and Currency Underlying the Illegally Activity
13. Description of Counterfeit Articles
14. Other Information on Illegal Activity
15. Brief Description of the Fraud
Cooperation with Other Authorities
16. Have You Applied to Law Enforcement Authorities? 
· Yes

· No
17. Current Status of Fraud Investigation
18. Information on Other Cooperating Authorities
Executive Director _________________________________

(First and Last Names, Signature)

